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Secure Message Suite
A comprehensive suite of four secure email messaging tools

AT A GLANCE

BENEFITS

Net Atlantic’s Secure Message Suite is a 
comprehensive suite of four key professional  
secure email solutions. 

The suite was designed specifically for compliance 
with all HIPAA, FINRA, SOX, GLBA and GDPR 
requirements. 

Created from the start to be used with Microsoft 
Outlook 365, Microsoft Exchange, and Google G Suite.

The four services are ideal for healthcare, finance, 
legal, insurance, biotechnology, businesses, and non-
profit organizations needing secure email services. 

Setup and administration is easy with Secure Send 
Email. Best of all, adoption and compliance is virtually 
guaranteed, since all outbound email is encrypted. 

For additional customization and integration, the 
Secure Email API allows for tight integration with 
your database and works great for all kinds of email, 
including transactional and triggered. 

As an alternative solution, choose the Data Loss 
Prevention Suite for your enterprise to automatically 
scan for and halt outbound email with critical, 
sensitive information. 

All services include, at no extra cost:  
- Business Associate Agreement (BAA) 
- Full HIPAA Certification  
- Full HITRUST Certification  

Technical Notes
Net Atlantic uses Amazon Web Services (AWS) as its 
HIPAA compliant cloud platform. As such, the Secure 
Message Suite / AWS platform provides industry 
recognized certifications and audits such as ISO 
27001, FedRAMP, the Service Organization Control 
Reports (SOC1, SOC2, and SOC3), and GDPR. 

Secure Send Email 

•	 Created to work with Outlook 365, Exchange, and G Suite 
•	 The easiest to use full-featured secure email sending 

solution available 
•	 Fully compliant with HIPAA, FINRA, SOX, GLBA, etc.
•	 No passwords, encryption keys, logins, downloads
•	 No plugins, portals, or changes in user behavior
•	 No access keys, no back and forth to read your email 
•	 Automatically encrypts all outbound email 
•	 Send one email or hundreds of thousands, all encrypted 
•	 Ensures full employee compliance with your policies 
•	 Easy to set up, fully automatic thereafter 

Secure Email API (Application Programming Interface)

•	 Fully compliant with HIPAA, FINRA, SOX, GLBA, etc. 
•	 Integrates with your in-house database 
•	 Ideal for all kinds of email sends, including triggered and 

transactional email 
•	 Highly customizable, includes free starter user interface 

Email DLP (Data Loss Prevention) Suite

•	 As a separate service, the DLP Suite automatically scans 
all outbound email for critical sensitive information, then 
halts the sensitive email message(s)  

•	 Scans email in real-time for account numbers, patient 
numbers, social security numbers, license numbers, etc. 

•	 Outbound email is then halted, waiting for supervisor or 
administrator approval to send (or reject) 

Encrypted Secure Contact Web Page Forms

•	 Forms are optimized for users to type in information on 
any device: desktop, laptop, tablet and smartphones 

•	 Automate the process of collecting and reading data into 
your organization via secure forms and email

•	 Eliminate paper scanning and data entry retyping errors 

Contact Us Today!

sales@netatlantic.com   |   (877) 263 8285

Learn more at: www.SecureMessageSuite.com
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